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 US Air Force Veteran – From LIFE preservation of PEOPLE to the preservation of SECURITY for COMPANIES ➢ 

 

“One single vulnerability is all an attacker needs.” – Window Snyder, Chief Security Officer, Fastly. 
Senior Information Security Officer | Director of Security Risk Management | Cyber Security Director 

Risk Strategy & Governance Program Manager – Compliance Program Manager – Cybersecurity Analyst 
 

Revolutionizing, Transforming, & Restoring Balance TO ALL OF YOUR Network Security Needs 
  

PCI DSS Governance, Risk, & Compliance subject matter expert highly regarded in all matters of 
security as it relates to deploying complex technical solutions for critical infrastructures. Over 15+ 
years of implementing key information security measures for productivity maximization, 
vulnerability reduction, and seamless security operations. As a United States Air Force Vet, it is 2nd 
nature for me to act as the 1st line of Defense. The last 15+ years of my career have encompassed 
managing vital programs & critical projects with 100% success and alleviating potential security 

breaches, which can exceed well over $100M+ in losses. Undoubtedly, my military security experience, 
coupled with my background in information security & governance, leverages an unstoppable human force 
unafraid to do what is necessary to guarantee a company’s safety, security, and peace of mind.  
 

HIGH IMPACT SECURITY ACHIEVEMENTS 
 

Consistently executes 24/7 threat analysis, identifying system vulnerabilities & addressing 100% of risks.  

Safeguarded $7.5B+ in USAF restricted area assets eliminating threats resulting in zero (0) breaches. 

Shielded computer networks for 200+ entities & provided security solutions with 100% success. 

 
TECHNICAL SKILLS & AREAS OF EXPERTISE 

   
Vulnerability Management & Assessment  Threat Analysis  Payment Card Industry Data Security Standards (PCI DSS)  

Security Incident Response  Information Security   Network Security  Cybersecurity  
Remediation Assessment  Malware Troubleshooting & Detection  IT Policies & Procedures Compliance   Security 

Awareness  Cybersecurity Risk Assessment & Resolution  Process Optimization  Cyber Threat Incident Mgmt. 
Patching & Remediation  Technical Writing  Security Strategies  Application Security   Risk Management  

 

CAREER TRAJECTORY & SECURITY MILESTONES 
 

 Banking Systems   St. Louis, MO (Remote) 2022 – Present ➢ 
 

SENIOR INFORMATION TECHNOLOGY (IT) AUDITOR 

Recruited due to comprehensive background and experience in information security management while upholding a tight 
leash on Compliance, Risk Management, and IT Governance ensuring 100% of audit scores pass with under 5-10 non-
conformances. Plays vital role as information technology leader of strategic development, information security 
implementation, and risk management. Works with cross-functional teams promoting quality enterprise security systems. 

 

 Render oversight of audits for 50+ depts & 1500+ applications ensuring compliance scores of 95%+.  
 Provide strategic technical & business recommendations eliminating 35% of associated business risks.  
 Revamped auditing procedures, checklists, & work instructions resulting in catapulting 10% increase in 

scores across the board.  
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 St. Louis Regional Transportation Authority (RTA)   St. Louis, MO 2011 -2022 ➢ 
 

CERTIFIED RAILROAD MANAGER  CHIEF OF SECURITY 

IMPLEMENTED LATEST TECHNOLOGY 5G COMMUNICATIONS COMPUTER SYSTEMS = MORE EFFICIENT OPERATION 
400 Trains | 800 to 1000 Passengers | 6 Cars per Commercial Train | 100 cars per Freight Train 

Served as Senior Level Security Deputy for high volume train operations systems. Set the stage spearheading A+ and #1 
security tactics ensuring trains functioned 24/7 without incident during prolific tenure. Integral formidable force 

contributed to trains overall database security ensuring efficient run times, communications, operations, etc. 
 

Success & Milestones in Security Development 

 Pioneered 5G tower communication systems garnering 23% increase in process improvements.  
 Meticulously monitored database systems identifying cracks which decreased 15% of accidents.  
 Developed security protocols preventing train derailment eliminating $1M+ in freight losses. 
 Authorized rigorous security strategy erasing $200K+ commuter train costs for halted operations.  
 Piloted security audits to combat frequent train robberies & enhanced safety for conductors resulting 

in zero (0) lives lost during tenure as Security Officer.   
 

  Security Universal   St. Louis, MO 2009 – 2011 ➢  
 

SECURITY DIRECTOR  PROJECT & PROGRAM MANAGER 

RESTORED ORDER TO CHAOS AMONGST ELEVATOR SECURITY SYSTEMS BOOSTING REVENUE 35% 

2 High Rise Towers up to 52 stories | Security for 3.5M Sq. Ft.| Oversaw 65 Security Officers & 8 Supervisors  

100 Elevator Banks | 24/7 Security Operations | 200+ Businesses  

Developed security strategies for multi-faceted high-rise towers for retail & commercial businesses. Implemented 

security training, produced technical documentation, and controlled security access aligned with business requirements 

during prolific tenure. Drove creative solutions to remediate unauthorized access to networks. 

Success & Milestones in Security Development 

 Orchestrated remediation plans capturing 99.9% of potential breaches to critical infrastructure. 
 Ensured network security educating 65+ security officers on vulnerability & risk mitigation.  
 Analyzed historical threats & addressed gaps utilizing data intercepting 99% of potential hackers. 
 Conducted configuration reviews & strengthened firewalls resulting in zero (0) penetration.  
 Administered governance process for audits resulting in 95%+ scores from external QSA/PCI Auditors. 
 Developed 250+ SOPs garnering 35% increase in efficiency of full-scale operation. 

 
 United States Air Force    Worldwide – Multiple Locations throughout Service  ➢ 

 

TACTICAL AUTOMATED SECURITY SYSTEMS ADMINISTRATOR  PHYSICAL SECURITY & CYBERSECURITY 
EQUIPPED FACILITIES WITH 1ST AUTOMATED SECURITY SYSTEM – INTRUSION DETECTION 

 Enhanced Security for 500+ facilities| Top-Secret Security | Security for NASA, Boeing, Raytheon, Lockheed 

70+ Security Personnel Direct Reports | 470 square miles of Security Coverage  

Served in US Air Force as trusted Security Officer and leading IT Strategist, preventing security breaches, confidential 

information leaks, and access to top-secret intelligence data. Employed vital security strategies contributing to safety of 

US officials, military, and citizens. Consistently delivered security & remediation efforts resulting in zero (0) incidents. 

Success & Milestones in Security Development 

 Set the stage for explosive new security measures implementing 1st Automated Security System.  
 Uncovered 98% of security gaps which were closed after enforcing remediation techniques.   
 Achieved 100% compliance with facility regulations, AFIs, and DoD under IT governance processes.  
 Remediated 100% of potential threats subject to breach $12B+ in high tech defense aircraft.  
 Slashed security risks of foreign country breaches by 20% for America’s National Defense System.  

 

EDUCATION, TRAINING, & CERTIFICATIONS 

 

 Business, Criminal Justice, & Law Enforcement Technology  Community College of the Army [109 credit hrs.] 

Trainings: Tactical Automated Security Sys. Adm.  Information Assurance Awareness  Qualys Training 

Certifications: Risk Compliance Management/PCI DSS  ➢ Project Management ➢ Ethical Hacker ➢ ISO/27001  

VMDR ➢  Cyber Security Asset Management ➢ Agile Scrum Master ➢  Patch Management ➢ CISSP ➢ SQL 
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RESUME STRATEGY  
 

My client had over 15 years of experience in security infused with some technology and had recently acquired a 

wealth of certifications and training. Much of his impressive experience stemmed from his military service many 

moons ago. Initially, he thought to dismiss this experience since it was so long ago, but I chose to include it and 

just omitted the dates. I knew this experience was impactful, impressive, and essential to his endeavors. His 

ultimate goal was to land a role in PCI-DSS and, more specifically, Cyber Security. During our consult, my client 

realized his experience in security dealt with technology as well, additional related experience that could be 

leveraged. I strategically pulled out every ounce of accomplishments that mattered and would be relevant to 

the new position. 

 

For the graphics, my goal was to include elements of security which is why you see various locks, keys, and 

shields, to emphasize my client's role as a protector of information or the keeper of the keys. Furthermore, my 

client's voice had a commanding presence, and this is something I wanted to showcase in the graphics as well. 

The architecture of this resume commands the reader's attention and is designed to spark the curiosity of HR. 

Also, I chose to write the profile summary in the 1st person to capture the human voice of this commanding 

presence. I wanted to reach out and speak to whoever laid eyes on this gem. Highlights of his ability to lead and 

govern are centered at the very top of each position covering the number of buildings, people, equipment, 

terrain, etc., he was held accountable for. 

 

As soon as my client unleashed this beast of a resume, he received interviews nearly every day, garnered job 

opportunities in which he was offered more than double his current salary, and was up for multiple roles with 

FAANG companies. The goal to produce a product which demanded attention was an overnight success. 


